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Abstract of the contribution: this paper proposes an enhanced QoS mechanism for the side link communication. 
1. 
Introduction
Five Categories of Requirements (CoR) aiming at different scenarios are defined in TS 22.186, including General Aspects, Vehicle Platooning, Advanced Driving, Extended Sensors and Remote Driving. Their associating KPIs are different, for example:
· The latency (PDB) could range from 100ms (e.g., for advanced driving) to 3ms (e.g., for Emergency trajectory alignment); 
· The message rate could range from 10 message/second to 50 message/second; 
· The reliability requirement could vary from 90% to 99.999%.

With considering the forward compatibility, such variety of QoS requirement might be more considerable if new V2X QoS requirement are identified. Current QoS framework for (e)V2X communication is with some disadvantages and from the authors’ point of view, it may not fulfil the newly introduced requirements. In the residual part, we analyze the demerits of the current solution and put forward a possible alternative to deal with the existing problems.  
2. 
Current solution and Disadvantages
2.1
Current solution
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Figure 2.1-1 (see S2-182161 [1]): Current side link QoS framework based on PPPP.
As depicted in this figure, the current QoS framework for (e)V2X communication is based on the PPPP (ProSe Per Packet Priority) mechanism. The Application layer is allowed to mark the packets with a PPPP value, which is indicated to the network layer (NAS/AS layer). The network layer derives the V2X message priority based on the mapping of application layer V2X message priority to PPPP, which is UE local configuration.
2.2
Disadvantages of current solution
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Figure 2.2-1: Limitations of current mechanism 
As shown in Figure 2.2-1, the current QoS model has two limitations:
1.   The various V2X applications/services may have different QoS requirements. Considering such V2X applications/services, it is inflexible and inextensible to: 
a) Configure the mapping between PPPP and V2X-Application(s) in the UE (App layer); 
b) Configure the mapping between PPPP and message priority in the UE (NAS/AS layer);

2.   PPPP from applications are potentially not trustful, as some application may raise its PPPP (e.g. from PPPP1 to PPPP5) to get a better QoS. The NAS/AS layer would not be aware of such misuse of the radio resource.
3. 
Proposal
It is possible for operator to address the disadvantages mentioned above, since the operator accommodates the Uu communication and PC5 mode 3 communication, and it is assumed to be a trust party. Therefore, it is proposed to let the Core Network control the QoS of side link communication, i.e., the network provides the QoS rules of side link communication to the UE. The procedure is as the following figure shows. 
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Figure 3.1-1: Procedure for the network-controlled QoS for side link communication. 
1.
The V2X UE initiates the registration request to the AMF
2.
The AMF retrieves UE subscription data from UDM including the V2X subscription data. The V2X subscription data can indicate whether the UE is authorized to use V2X service.

3.
If the UE is authorized to use V2X services based on the subscription data, the AMF may trigger to deliver the QoS rules to UE in advance. So when PC5 communication happens, the UE can use the QoS rules of PC5 communication directly. In this case, the QoS rules may be part of the UE Policy and can be provided to UE via the "UE Configuration Update procedure for transparent UE Policy delivery” in clause 4.2.4.3, TS 23.502.
4.
The AMF returns the registration accept message to UE.
5.
When PC5 communication happens, if step3 is not performed, i.e. the UE does not have the corresponding QoS rules for the V2X messages, the UE requests the QoS rules of PC5 communication from the PCF.
4. 
Text Proposal
It is suggested to include the following solution for Key Issue 4 into TR 23.786.
******************* Beginning of Changes *******************
6.x
Solution #X: Network-controlled QoS mechanism for side link communication
6.x.1
General Description
The current QoS framework for (e)V2X communication is based on the PPPP (ProSe Per Packet Priority) and on the PPPR (ProSe Per Packet Reliability) mechanisms. The Application layer is allowed to mark the packets with a PPPP value, which is indicated to the network layer (AS layer). The UE derives the V2X message priority based on the mapping of application layer V2X message priority to PPPP, which is configured on the UE.
However, the eV2X in 5G may introduce various V2X applications/services, which may have different QoS requirements, and the current QoS model seems not flexible nor easily extensible. At the same time,  some eV2X applications may be not trustful,  a V2X application may maliciously raise the PPPP value (e.g. from PPPP1 to PPPP5) to get a better QoS treatment without the NAS/AS layer being aware, leading to a misuse of the PC5 radio resource.
With the above considerations in mind, it is proposed that a Core Network-controlled QoS model, i.e. the network provides the QoS rules of side link communication to the UE, can be applied for side link communication.
6.x.2
Solutions
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Figure 6.x.2-1: Network-controlled QoS mechanism for side link communication.
1.
The V2X UE initiates the registration request to the AMF.

2.
The AMF retrieves UE subscription data from UDM including the V2X subscription data. The V2X subscription data can indicate whether the UE is authorized to use V2X service.

3.
If the UE is authorized to use V2X services based on the subscription data, the AMF may trigger to deliver the QoS rules to UE in advance. When UE is involved in PC5 communication, such QoS rules of PC5 communication can be used directly. In this case, the QoS rules can be part of the UE Policy and can be provided to UE via the "UE Configuration Update procedure for transparent UE Policy delivery” in clause 4.2.4.3, TS 23.502.
4.
The AMF returns the registration accept message to UE.
NOTE:
Step 3 and step 4 can be executed in parallel. 
5.
When UE is involved in PC5 communication, if step3 is not performed, i.e. the UE does not have the corresponding QoS rules for the V2X messages, the UE requests the QoS rules of PC5 communication from the PCF.
Editor’s note: it is FFS the details of how can the network provide the QoS rules of PC5 communication to the V2X UE.
******************* End of Changes *******************
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